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nager * Dashboard

WELCOME TO SERVER MANAGER

B Local Server

All Servers

° Configure this local server

12 Add roles and features

3 Add other servers to manage

4 Create 3 server group

DESTINATION SERVER.

This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your erganization, such as sharing documents, or
hosting a website.

Instaliation

Servar Selection

ices, of features:
and Features Wizard

Before you continue, veiify that the following tasks have been completed:

* The Administrater account has a strong password
* Network settings, such as static IP addresses, are configured
* The mast current security updates from Windows Update are installed

If you must verify that any of the preceding prerequisites have been completed, close the wizard,
complete the steps, and then run the wizard again.

To continue, click Next:

[ Skip this page by default

<Previous | Nea> [y [ mstal | [ cancel

i . DesTaTIon SERvER
Select installation type ==
ey Select the installation type. You can install roles and features on a running physical computer or virtual

machine, or on an offline virtual hard disk (VHD).

® Role-based or feature-based installation
Configure a single server by adding roles, rofe services, and features.

Server selection

() Remote Desktop Services installation
Install required role services for Virtual Desktop Infrastructure (VDI) to create a virtual machine-based
or session-based desktop deplayment,

< Previous Next > [ stet | [ Cancel




Before You Begin
Installation Type

Server Roles
Faaturss

Select destination server

DESTINATION SERVER
==

Select a server or a virtual hard disk on which to install roles and features.

() Select a server from the server paol
O Select a virtual hard disk

Server Pool

Filter: |

Name 1P Address

Operating System

1 Computeris) found

This page shows servers that are running Windows Server 2012, and that have been added by using the
Add Servers command in Server Manager, Offline servers and newly-added servers from which data
collection is still incomplete are not shown.

o [DNa ]ﬂ install Cancel

Select server roles

Before You Bagin
Instaliation Type

Server Selection

Features

DESTINATION SERVER

Select one or mare roles to install on the selected server.

Reles Description

File and Storage Services includes
senvices that are always installed, as
well as functionality that you can
install to help manage file servers
and storage.

[] Active Directory Certificate Services

[] Active Directory Domain Services

[ Active Directory Federation Services

[ Active Directory Lightweight Directory Services
[] Active Directory Rights Management Services
[ Application Server

] DHCP Server

L] DNS Server

L] Fax Server

=

[ Hyper-v

[ Network Policy and Access Services

L1 Print and Document Services

[] Remote Access

[l Remote Desktop Services

install | [ Cancel

"s ™



Before You Begin
Installation Type
Server Selection
Server Rales

.

Select features

Select one or more features to install on the selected server.

Features

DESTINATIGN SERVER
E———

Deseription

L1 IS Maag R e (o]
] Remote Assistance
[ Remote Differential Compression

Simple Network Management
Protocol {SNMP) Service includes

agents that monitor the activity in
network devices and report to the

L[] RPC over HTTP Proxy
[ Simple TCP/IP Services
[] SMTP Ser

[J Telnet Client
[ Telnet Server
] TFTP Client
b [E] User Interfeces and Infr
] Windows Biometric Framework

b [8] Remote Server Administration Tools {installed)

NMP WM Provider (Installed)

L] Subsystem for UNIX-based Applications [Depreca

ucture (Installed)

< [

network console workstation.

<previous | | newts ||

Install

| [ Concel [

r

Component Services

Manage  Tools

Computer Management
Defragment and Optimize Drives
Event Viewer

Internet Information Services (IIS) Manager
iSCS! Initiator

Local Security Policy

(ODEBC Data Sources (32-bit)
ODBC Data Sources (64-bit)
Performance Manitor

Resaurce Monitor

Security Configuration Wizerd

Services

System Configuration

File Action View

Help

3 Services (Local)

HE »mnw

SNMP Service Name - Description  Status Startup Type  Log ~ |
£ Secure Socket Tunneling Pr... Provides su... Manual Loc
Stop the service £ Security Accounts Manager  The startup .. Running  Automatic Loc
Bectart the service  Server Supportsfil.. Running Automatic  Loc
; Shell Hardware Detection  Providesno... Running  Automatic Loc
Deseription: Manages ac. Disabled
Enables Simple Netwerk. i, Smart Card Removal Policy  Allows the s. Manual
Management Protocol (SNMP) e R
requests to be processed by this v . Start
computer. If this service is stopped, SNMP Trap Receivestra.. =
the computer will be unableto £, Software Protection Enablesthe . P
‘process SNMP requests. f this service 72 soccial Administration Con.. Allows adm.. Pause
iz diszbled, any services that explicitly , s Rete
depend on it will fail to start. SIes ot
Discovers n. Restart
Maintains i .| Lo
; System Center Data Access .. MicrosoftS.) | B
System Center Managemen... Microsoft S, Refresh BO-
System Event Notification S... Monitors sy. Loc
Task Scheduler Enables a us. Loc.
£, TCP/IP NetBIOS Helper Provides su.. Loc
L Telephany Provides Tel. Manual Net
Themes Provides us.. Running  Automatic Loc
L
w I >
Extended /{ Standard /

Opens the properties dialog box for the current selection,




SNMP Service Propertes (Local Computer) | X |

General [ Log On | Recovery | Agent | Traps | Secutty | s |

[¥] Send authentication trap

Communty rights:
Community Name:

]

A [ e | [ Remowe |

Leam more about SNMP

General | Log On | Recovery | Agent | Treps | Securty | I

[¥] Send authentication trap
Accepted commurity names
Communiy Fights
=5 READ ONLY
[wo | [Ew | [Romore

@ Accept SNMP packets from any host

O Accept SNMP packets from these hosts

%d. | | Er. | [ Remove

Leam more about SNIP

"%

$ $
v SIarL Lara ROVl ROy AW e . wanua
£ SNMP Service Enables Sim...

General | Log On | Fiecovery [ Agent [ Traps [ Secury | D

| Semicename:  SNMP

| Displayname:  SHMP Service

2| Descript Enables Smple Network Management Protocal

3] o )(SNMP!requeststu be processed by this computer

| patnto xscurase:

S| CWindows\System32\snmp exe

=

|| seovee: [ Automatic ~]
A Heip me corfiqure ssrvice startup options

[Service status: _ Running

[ st [ Sep |[ Pawe |[ Rewme |

Lucan yste..
Local Syste...
<al Senvice
etwork S...
cal Syste...
cal Syste...
cal Senvice

cal Syste...
cal Syste..

cal Service

*You can specify the start parameters that apply when you start the service:
from here.

Stait paramters | ‘

! $ 8 $



5 SNMP Service Enables Sim... Running  Automatic

Local Syste...

€4 SNMP Trap Receives tra. Local Service

etwork 5.
local Syste...
local Syste...

Service name:

Display name:  SNMP Trap

local Service

cle Simple Network Management Protocol

Descrption: }z:‘mves trap messages generated by local or i A
1

4 local Syste.
Path to executable; local Service
C\Windows\System 32\snmptrap exe vk S...
Startup type: -—‘ local Syste...

4 local Service
Helo me configure service startup options.

—1|| [service status:  Stopped

%

3

st [ sop || Pase || Rewme

You can speciy the start parameters thal apply when you start the servics
from here:

Start parametets

Aoply

"# %
e > s p)t > " %6%%
Authoring
a |7 Authoring
1 (&) Management Pack Templates
#¥ Distributed Applications
Groups
4 &, Management Pack Objects
Attributes
() Moniters
;g Object Discoveries
bemsmms
N 136 4" " %%%

@ Select a Rule Type

local Syste...

Rule Type

Select the type of rule to create

1 Mert Genersting Rules

Description: - Specy SNMP traps to colleet. You can collect information about lltreps o you can speciy
SNMP Object Idertiiers to fiter relevan raps.

Management pack

Select destination mansgement pack:

<Select Managemert Pack>

=) [ N«Thj




General Properties

Knowledge Management Pack General Properties.
D:
Ovemds for SNMP_Trap

Name

Overide for SNMP Trap

Version :

1000 For example, 1.0.00

Description :

<Frevious | Ngg;t [ Crate Cancel




'a‘ Select a Rule Type

@ o

General

Select the type of rule to create

SNMP Trep Provider
i Mert Generating Fules.

2] Generic CSV Text Log
=) Generic Text Log
NT Event Log
SNMP Event
= SNMP Trap (Event)

I

% Timed Commands

Description: Specty SNMF traps to collect. You can collect inormation about al traps or you can speciy
SNMP Object Ideriiers to ier relevan traps.

Management pack

Select destination management pack:

Overide for SNMP Trep ) [Hew. ]

< Previous | Not> |\ Creste | [ Concel

Rule Name and Description

@ Help

Select rule name, description and target

SNMP Trap Provider

Rule name:

Description (optional):

Management Pack: Override for SNMP Trap

Rule Category- [Evert Collsetion

Rule target:




Select the class. group. or
tems easier to find.

Look for:

from the list below.

alsofilter or sort the list o make

) View common targets

© View all targets

 Target
Cluster Node

Cluster Node Role

| Node

| Management Pack

Desaiption

[ gl |

Windows Cluster Manageme Windows cluster node class
Cluster Node Hosted ClusterWindows Cluster Manageme Windows duster resource group monitored by cluster nad

Windows Cluster Manageme Defines node role.
Exchange 2007 CCR Node R Microsoft Exchange Server 2 A Physical Machine in a Windows Cluster that has the Exch

1t Librar

1552 total Targets, 5 visible, 1 selected.

Rule Type

General

SNMP Trap Provider

@ Help

Select rule name, description and target

Rule nzme:

Collect all SNMP traps|

Description (optional):

Management Pack:
Rule Category:
Rule target:

Override for SNMP Trap

Node:

[L<Previous | [ Neis>pJ | Ceate | [ Cancel

" 8%



to collect

) ot s now %

‘ i Rules (9980}
4 [ Authoring 2 Look fon
© (&4 Management Pack Templates Name

£ Distributed Applications 4T §

Current Processor Utili
4 Type: .NET 3-Tier Applical
Collect Aggregated Av
Collect Aggregated Av
Collect Availability of 3
Collect Aggregated Av
| Sevice Level Tracking 4 Type:.NET Application Cc
EW |=| Generate Average Requ

Select the class. group, or objsct that list below. filter or sort the lis
ems easier to find.
Lok far:

nede. Wﬂ"

(2 View common targets

@) View all targets

Target  Management Pack Description
Cluster Node ‘Windows Cluster Manageme Windows cluster node class
Cluster Node Hosted Clu Windows Cluster Manageme Windows cluster resource group manitored by cluster nad
Cluster Node Role. ‘Windows Cluster Manageme Defines node role.

Exchange 2007 CCR Mod Microsoft Exchange Server 2 A Physical Machine in a Windows Cluster that has the Exch
MNetwork Management Librar This class represents

1552 total Targets, 5 visible, 178 selected

(] el (o]

63" ? %" @%



B%

Name Inherited from
2] Bytes Total/Sec (Universal Linux) Network Adapter

|2 ICMP Ping Response Time Disable de
Trap Received (Warm Start) | g Overides  » (e
- Intemnal Netwark Managemen Overrides Summary de
= Trap Received (Cold Start) X Delete Del de
4 Type: Notificati Uit
& Refresh 5 Inagement Server

Web Service Vel

08.07.2014 11:32:54
20.06.2014 115616
26.06.201311:39:16
26.06.2013 11:4140
26.06.2013 11:4140
26.06.201311:39:16
26.06.201311:4140

26.06.2013 113803
26.06.2013 11:39:03

Yes
Yes
Yes
Yes
Yes

Yes

Yes

Yes

Collect all SNMP traps Node Override for SNMP Trap
f P
ibrary
Core Monitor..
Core Manitor..
fbrary
Core Menitor...
Data sources: Initoring
| Data source Fun 2s profile Initoring.
Rule det] » | SNMP Trap Event provider "Defaut] -
Manager
Target: Condition:  [Not used]
Knoviled
Created:|
= Run as profie (A, ]
[Defaut] =
Event deta publsher Defaut] ~
" 6 %%% ?+ ?%
% ! 6

SNMP Trap Provider

Object Identifier Properties.

|




New ’ Folder.. |,
Q Refresh [ Alert View
Open in new window Event View
Add to My Workspace. State View
p Performance View
Cut CirleX
Dizgram View
Copy Cti+C
[ Tosk Status View
Paste Ctrl+V Bl wepsgem
b Page View
Delete Del 9
Dashboard View

Rename F2

% "

Folder Name:
SNMP Management

Select the destination management pack:
|[0va\idr(RxSNNP Trap|

6 "o v o2 P " 2 | 206 " %

[ sLosampleMPWebApp

SNMP Management
New

3 Refresh £
Openiin new window

. Addto My Workspace.

State View
B Performance View

& cut Ctrl+X
&l it || Diagram View
[ opy s -
O pate i [ Task Status View
X Delte s [@] Wweb Page View
=1 n i Dashboard View
ename
Properties =
| Personalize view.
> >6
%6 6
Global SNMP Events
Description:

Collects sl the SNMP events coming into the system.

Criteria | pisplay

Show data related to: Show data contained in a specific group:
2 Noge L] [men e [ ger

Select conditions:

] with 2 specific event number

[ from a specific source

[ generated in specific time period

[ reised by an instance with a specific name
[T with specificseverity level

[ from a specific user

[ logged by a specific computer

Criteria description (dlick the underlined valueto edit):

View sll events:
generated bl Collect all SNMP traps fules

%" & >) & > & & wUW



Select the type of Run As account that you want to create, and then provide a display name
Distribution Security and description,

Complefion

Display name:

SNMP Proxy |

Desaription(optional):
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